
How we use personal information 
 
AIG are committed to protecting the privacy of customers, claimants and other business contacts. 

“Personal Information” identifies and relates to you or other individuals (e.g. your dependants). By 
providing Personal Information you give permission for its use as described below. If you provide 

Personal Information about another individual, you confirm that you are authorised to provide it for use 
as described below. 

The types of Personal Information we may collect and why - Depending on our relationship with you, 

Personal Information collected may include: identification and contact information, payment card and 
bank account, credit reference and scoring information, sensitive information about health or medical 

condition, and other Personal Information provided by you. Personal Information may be used for the 
following purposes: 

 
• Insurance administration, e.g. communications, claims processing and payment 

• Decision-making on provision of insurance cover and payment plan eligibility 
• Assistance and advice on medical and travel matters 

• Management and audit of our business operations 
• Prevention, detection and investigation of crime, e.g. fraud and money laundering 

• Establishment and defence of legal rights 
• Legal and regulatory compliance, including compliance with laws outside your country of residence 

• Monitoring and recording of telephone calls for quality, training and security purposes 
• Marketing, market research and analysis 

 
To opt-out of marketing communications contact us by e-mail at: opt-out@aig.com or by writing to: 

Marketing Preference Team, AIG Europe Limited, 3rd Floor Norfolk House, Wellesley Road, 
Croydon, Surrey, CR0 1LH, United Kingdom. If you opt-out we may still send you other important 

communications, e.g. communications relating to administration of your insurance policy or claim. 

 
Sharing of Personal Information - For the above purposes Personal Information may be shared with our 

group companies, brokers and other distribution parties, insurers and reinsurers, credit reference 
agencies, healthcare professionals and other service providers. Personal Information will be shared with 

other third parties (including government authorities) if required by law. Personal information (including 
details of injuries) may be recorded on claims registers shared with other insurers. We are required to 

register all third party claims for compensation relating to bodily injury to workers’ compensation 
boards. We may search these registers to detect and prevent fraud or to validate your claims history or 

that of any other person or property likely to be involved in the policy or claim. Personal Information 
may be shared with prospective purchasers and purchasers, and transferred upon a sale of our 

company or transfer of business assets. 
 

International transfer - Due to the global nature of our business Personal Information may be 
transferred to parties located in other countries, including the United States and other countries with 

different data protection laws than in your country of residence. 
Security and retention of Personal Information – Appropriate legal and security measures are used to 

protect Personal Information. Our service providers are also selected carefully and required to use 
appropriate protective measures. Personal information will be retained for the period necessary to fulfil 

the purposes described above. 

 
Requests or questions - To request access or correct inaccurate Personal Information, or to request the 

deletion or suppression of Personal Information, or object to its use, please e-mail: 
DataProtectionOfficer@aig.com or write to Data Protection Officer, Legal Department, AIG 

Europe Limited, The AIG Building, 58 Fenchurch Street, London EC3M 4AB. 
 

More details about our use of Personal Information can be found in our full Privacy Policy at 
www.aigdirect.co.uk/privacy-policy or you may request a copy using the contact details above. 


